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Abstract 
 

Remote Desktop is now a very necessary thing for many companies who want to control or know all the activities happen-ing on the 

client computer both office employees, as well as computer clients that are very far away as local server (client) that exist in large com-

panies, to control the computer distance can be done by making an application by using Delphi pro-gramming language by using compo-

nent of INDY and Socket Component, based on testing done by remote process can be done well and remote speed depends on internet 

network connectivity. 
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1. Introduction 

Hardware that serves to serve the network and workstations (cli-

ents) can connect to a network[1], [2]. In general, resources such 

as printers, scanner and so on that are shared by users on the 

workstation are located and working on servers based on the type 

of service known disk server, file server, print server and a server 

can also have some service functions[3]–[5]. Server usually using 

to develop management the information system [6], [7]. 

Client is a computer that receives or uses the facilities provided by 

the server[8], the client server is a network model that uses one or 

more computers as a server that provides its resource to other 

computers (clients) in the network and the server will set the ac-

cess resource mechanism that may be used, between communica-

tions within the network[9]. With the advancement of computer 

network technology, it is necessary to have a good network man-

agement system[10]. Network management can monitor condi-

tions on the network so as to avoid or minimize errors that can 

occur. Modern network management systems offer TCP/IP sup-

port for most of their network traffic. TCP/IP is perfectly devel-

oped and offers many utilities that enhance the use, performance 

and security of accessing and transferring data[11], [12]. 

In an illustration, business or organization already uses a computer 

connected in a network, it will be a bit difficult and inconvenient, 

especially for Administrators and Clients in term of work or even 

communication, who also want to communicate with other Client. 

Therefore, it takes a software that is useful to facilitate this, the 

software designed to run on the Internet network built using INDY 

and Socket Network so that the communication between server 

and client better and faster due to the SSL function as an encrypt-

ed security function[13]–[18]. 

2. Methodology 

Computer network is a collection of computers, printers and other 

equipment connected in one unit. Information and data move 

through cables or wirelessly allowing computer network users to 

exchange documents and data, print on the same printer and to-

gether using hardware/software connected to the network. Any 

computer, printer or peripheral connected to a network is called a 

node. A computer network can have two, tens, thousands or even 

millions of nodes[19], [20]. 

Communication between server and client is done on network 

with internet connection, to connect server and client designed 

application by using Delphi 7 [21], [22] using INDY and Socket 
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network, besides also on applying Socket Parser technique and 

search algorithm[23]–[29] to know condition of client in active 

state or not. 

Socket Parsing is a process of sharing data in a network common-

ly used on a socket. This entity is responsible for listening to data 

on the socket set. Sockets and functions parse them accordingly, 

registered with the socket parser at runtime. The parser socket 

uses a system call to detect when data is available on each socket 

in the socket set. 

3. Results and discussion 

The client IP number is adjusted to the number of clients and most 

importantly is the default gateway must be the same as the IP 

Server number, remote process can be done if the IP number is 

appropriate, for remote process that can be done is as follows: 

3.1. Screen capture 

Screen capture is an application that is done to retrieve the results 

of the desktop on the client computer, the following is the screen 

capture process analysis is made. 

 

 
Fig. 1: Screen Capture. 

 

The screen capture process in the remote application is done by 

sending an input string with '001' and the client will parse the 

value sent from the server and process the client capture based on 

that value. 

3.2. Keylogger 

Keylogger are used to retrieve information from clients that the 

user performs when typing with the keyboard, including username 

and password or even account number and PIN, here is the 

keylogger process analysis made. 

 

 
Fig. 2: Keylogger. 

 

The keylogger process in the remote application is done by send-

ing an input string with value '003' and the client will parse the 

value sent from the server and provide output in the form of all 

typing information performed on the client. 

3.3. Process thread 

The client computer that is accessed certainly cannot be separated 

from the name of the application process running behind the 

scenes, using the tool thread process can display a list of processes 

that run on the client computer, here is the process thread analysis 

is made. 

 
Fig. 3: Process Thread. 

 

The thread process on the remote application is done by sending 

an input string with the value '005' and the client will parse the 

value that is sent from the server and provide output in the form of 

program information that runs on the client computer. 

3.4. Registry 

Registry is used to display the contents of the existing registry on 

the client computer, by displaying the contents of the client com-

puter registry can be free to set or modified by the user server 

computer, here is the design process. 

 

 
Fig. 4: Process Thread. 

 

Registry on remote application is done by sending an input string 

with value '021', on client computer will process the input and 

process the information transmitted. 

3.5. Desktop tool 

Desktop tool used to control desktop client whether active and 

non-active so that user cannot do activity on his computer, here is 

analysis process tool designed. 

 

 
Fig. 5: Tool Desktop. 

 

Here are some test results done on remote desktop process using 

internet network. 
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Fig. 6: Main Menu. 

 

 
Fig. 7: Desktop. 

 

 
Fig. 8: Screen Capture. 

 

 
Fig. 9: DOS Emulator. 

 

Figures 6 until 9 are some of the processes performed on the client 

side by the server. 

4. Conclusion 

After the discussion and implementation, it can be concluded that 

other applications can be used for monitoring can also be used for 

remote clients such as DOS Command, display the process win-

dows, take the screen on the client, enable and disable the desktop 

and other screens and the use of INDY and Socket Component 

makes it easy remote control process is done. 
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